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McSecure Mobile Security Privacy Policy

Preamble

The McSecure Mobile Security Application (“the App”) is owned and operated by McSecure, a tradename the company Zimig GmbH ('Zimig’, ‘we’). We have created this
Privacy Policy to demonstrate our commitment to communicating our privacy practices to our visitors. We realize the importance of feeling safe online and want the user
("you’) to feel comfortable while using the App.

By installing and using the App, you agree to the collection and use of your information by us in accordance with this Privacy Policy. If you do not agree with this Privacy
Policy, then do not install and/or use the App. This Privacy Policy is applicable to use of the App, including but not limited to expansions, upgrades updates or other
improvements of the App.

The App contains links to and from websites not controlled or operated by us. For example, websites belonging to our partners, advertisers or affiliates (“Third Party Sites").
Please note that these websites have their own privacy policies and that we do not accept any responsibility or liability for these Third Party Sites. Please check these
policies before you submit any personal data to these websites.

Protection of minors

Protecting the privacy of minors is important to us. For that reason, we do not knowingly collect or maintain personally identifiable information or non-personally-identifiable
information from persons under 16 years of age, and no part of our services is directed to persons under 16. If we learn that personally identifiable information of persons
under 16 years of age has been collected through the services without verified parental consent, then we will take the appropriate steps to delete this information.

Transfer of personal data outside of the EEA or your own country

Currently we store our data file centrally in the Czech Republic. You agree that we can transfer your personal data to third parties in other countries for the purpose of
centralising the files or for processing as described in this Privacy Policy. Some of those countries might not be part of the European Economic Area (‘EEA’) or are outside
your own country. Countries outside of the EEA or countries other than your own country might not have the same laws for data protection as the EEA or your own country.
If we transfer your information to countries outside the EEA or your own country, we will take measures to ensure that your privacy rights remain protected in the same way
as Inside the EEA or your own country. In addition, your data, If you use our services while you are outside the EEA, can be transferred outside the EEA in order to supply
you with these services. By agreeing to this Privacy Policy, you also provide permission for the transfer of your personal data outside the EEA or your own country for the
purposes described. At your request we will provide you with a list of the countries to which your personal data is transferred.

Security

Protecting your information is important to us. We use the industry standard technology to protect the security of your information. Unfortunately, no data transmission over
the Internet and via moblle communications networks can be guaranteed to be 100% secure. As a rasult, while we are committed to protecting your Information, we cannot
ensure or warrant the security of any information you transmit to or through us.

Accessing your information

By deleting the App from your device, no further information will be collected. Please note that after deletion of the App personal data we may have collected remains
stored in our database for a period of 2 year after last use of the App unless we, for reasons of any statutory provision, are obliged to store (parts of) your personal data for
a longer period. You have the right to request a copy of the personal information we hold about you. We will use reasonable efforts to supply, comrect or delete personal
information about you on our files.

You are also entitied to request we delete information held about you. You can send an email to if you want your information removed from our database.

Please contact any third party sites directly if you wish for them to delete information they hold about you or to opt-out of receiving marketing communications.

Contact

In case you have questions, comments or complaints with regard to your use of the App, you can contact our Customer Care depariment. Customer Care can be contacted
by sending an amail to info.uk@blinck.com
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